
StateRAMP Standard Policy Language



1. PURPOSE

This policy requires Third Parties that do business with the State/Entity of XXX to implement security and privacy controls derived from NIST 800-53, R4 or most current version, that align with the controls the State requires of itself.  
2. POLICY

Third-Party Risk Management

The State of XXX requires an independent 3rd party attestation StateRAMP for systems containing confidential or proprietary data, as defined in Section XXX.

For these systems, at minimum, a current StateRAMP Security Snapshot must be provided not later than the time of contract award, and StateRAMP Ready status will be achieved and documented not more than 12 months after contract award, and StateRAMP Authorization status will be achieved and documented not later than 18 months after contract award.   A StateRAMP Security Snapshot must be maintained, to include monthly progress reporting until StateRAMP Ready Status is achieved.  StateRAMP Security Snapshot monthly progress reporting should indicate progression toward StateRAMP Ready status. 


